
FFT Secure Point is a high performance fiber optic dual zone 

intrusion detection system for perimeter security.

For perimeter security, FFT Secure Point detects climbing, cutting, 

lifting and digging under gates and fences using fiber optic sensor 

cables mounted using cable (zip) ties. 

Simple to install, FFT Secure Point provides affordable fiber optic 

intrusion detection without compromise for small sites and shorter 

distances. Advanced signal processing and event discrimination 

offer highly sensitive intrusion detection with minimal nuisance 

alarms.

SIMPLE SECURITY WITHOUT COMPROMISE

KEY BENEFITS AND FEATURES
• Detects fence climbing, cutting and lifting, digging under  
 fences

• Simple installation using pre connectorised cables and set- 
 up software

• Two detection zones (channels)

• Up to 1.6km (1 mile) of sensor cable per zone

• Up to 10km (6 miles) of insensitive lead-in cable from  
 controller to sensor cable

• High sensitivity and probability of detection with low false/ 
 nuisance alarm rate

• Effective across a wide temperature range

• Immune to RFI/EMI and intrinsically safe

• Two-year warranty

FFT’s advanced range of fibre optic intrusion detection solutions need no power or electronics in the field, reducing the 

overall infrastructure costs of a Perimeter Intrusion Detection (PID) solution. Furthermore they are not susceptible to external 

electromagnetic interference such as RFI/EMI so are suitable for a wide range of sectors including Transportation, Governmental, 

Residential, Utilities, Oil & Gas and Military.

Fibre optic PID solutions also offer excellent value for money - by utilising high quality optical fibre cable that has an expected 

lifespan of more than 20 years. In addition, the infrastructure and civils cost are a fraction of that of alternative technologies.

For high security sites, every second counts when it comes to identifying the location of an intruder – FFT’s advanced algorithm-

driven processing capability can identify an intrusion with an accuracy own to 2 metres on a fenced perimeter up to 80km in length, 

thereby enabling a swift response. With a full suite of hardware and software and advanced integration capabilities, FFT offers 

world leading solutions for protecting our clients’ perimeters.

Fence Mounted

Fibre optic cables can be attached to 

any type of fence to detect and pinpoint 

the location of disturbances including 

cutting, climbing and lifting. Utilising 

advanced signal processing, nuisance 

alarms can be minimised without 

compromising intrusion detection 

sensitivity.

Covert Buried

Fibre optic cables can also be buried 

to detect and pinpoint the location 

of disturbances for sites with limited 

physical delineation. The cable is laid in 

a variety of patterns dependent on the 

performance requirements. FFT Covert 

buried solution is capable of detecting 

even the smallest vibration for example 

walking, crawling, digging or vehicle 

movement.

Site security managers have the challenge of protecting their assets from ever increasing threats - with a 
need for fast, accurate real-time notification of perimeter security breaches. These perimeters range from 
50 metres to 500+ kilometres but require the same levels of protection, a high probability of detection with 

minimal nuisance alarms with a focus on reliability and integration capability. Future Fibre Technologies 
(FFT) offers a complete range of perimeter intrusion detection products suitable for every site.

HOW IT WORKS

For each channel of detection, the FFT Secure Point controller 

transmits and receives laser light down two optical fiber arms. The 

core technology is laser based optical fiber phase interferometry.

Each intrusion detection zone is created by connecting sensing fibers 

between a start and an end element. Start elements can be mounted 

in the controller or separated from the controller by insensitive lead-in 

cables. Multiple controllers can be deployed to protect those sites or 

applications requiring more than two zones.

Nuisance alarms that FFT Secure Point filters out include 

environmental effects such as wind, rain, hail, sandstorms, vegetation 

motion, and adjacent vehicular traffic. When an intrusion is detected, 

FFT Secure Point activates output relays and sends intrusion alarm 

information to FFT CAMS software (when connected).
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WHY FFT SECURE POINT
• Delivers a cost effective and flexible solution for smaller 

perimeters. The sensor cable connected to each channel can 

be up to 1.6km (1 mile) in length.

• Can be wall mounted, rack mounted or outdoor fence mounted 

in NEMA 4 enclosures. Each sensor cable can be separated 

from the controller by up to 10km (6 miles) of insensitive 

fiber optic lead-in cable, avoiding false alarms due to cable 

disturbance outside intrusion detection zones. 

• Designed for easy out-of-the-box installation with simple-to-use 

configuration software including standard menu selections for 

a wide range of fence mounted and buried applications.

• Conveniently interfaces (via TCP/IP and FFT CAMS™) to more 

than 40 security, video and access control management 

systems and to a wide range of devices including security 

cameras, lighting, access controls, programable logical 

controllers, SNMP, email and text messaging.

APPLICATIONS

ABOUT AVA GROUP

Future Fibre Technologies is an Ava Group Company, a global leader in providing technologies and services to protect critical and high 
value assets and infrastructure. Trusted by some of the most security conscious commercial, industrial, military and government clients in 
the world, the Group offers a range of complementary solutions including intrusion and condition monitoring, perimeter detection and 
illuminators, and biometric and card access control. 

  Industrial complexes

  Utility substations

  Solar farms

  VIP residences

  Storage yards

  Construction sites

  Pumping stations

  Block valve sites


